
Privacy 
Privacy Policy 

We are committed to our obligations under relevant legislation to protect personal 
data (information) that we collect and process in the course of the work that we do. 
Please read this Privacy Policy carefully as it contains important information about us 
and: 
• Who we are 
• Whose information we hold 
• What information we collect including any special categories of information 
• The bases on which we collect and process information 
• How information is used 
• Who we may share information with 
• How long information is kept 
• Transfer of information outside of the EEA (to third countries) 
• Receiving direct marketing and further information from us 
• Security arrangements 
• Your rights, and 
• Who to contact for further information or if you have a complaint 
Who We Are 
Myers & Co. Accountants Ltd is a ‘controller’ under the General Data Protection 
Regulation 2018 (GDPR) and the Data Protection Act 1998. 
Whose Information We Hold 
We may collect and process information about the following people (being 
‘information subjects’ for the purposes of the relevant legislation and this Policy): 
• Employees 
• Clients 
• Suppliers and service providers 
• Advisers, consultants and other professional experts, and 
• Enquirers and prospective clients 
What Information We Collect 
We will only collect and process information from you that is relevant to the matter 
that we are dealing with on your behalf. In particular, we may collect the following 
information from you which is defined as ‘personal information’: 



• Personal details including address, telephone number, email address, date of birth, 
National Insurance and Unique Tax Payer reference numbers and so on 
• Tax details from you and HMRC. 
• Family, lifestyle and social circumstances 
• Financial details 
• Business activities 
Special Categories of Information 
We would not, normally, request or collect information on Special Categories of Data 
such as racial or ethnic origin, political opinions, religious or philosophical beliefs, or 
data concerning health or biometric information. 
The Bases on Which We Collect and Process Information 
The basis on which we collect and process personal information is one or more of 
the following: 
• It is necessary for the performance of our contract with an information subject or to 
take steps at the information subject’s request prior to entering into a contract with 
the information subject 
• It is necessary for us to deal with the taxation or business affairs for which you have 
engaged us. 
• It is necessary for us to comply with a legal obligation 
• It is in our legitimate interest to do so 
• You have given your consent (this can be withdrawn at any time by advising our 
Information Protection Officer – see below) 
How Information Is Used 
We may use your information for the following purposes: 
• Provision of Accounting, taxation and business services including advising and 
acting on behalf of information subjects 
• Promotion of our goods and services 
• Maintaining accounts and records 
• Supporting and managing staff 
Who We May Share Information With 
There are very strict rules about who we can share your information with and this will 
normally be limited to other people who will assist with your matter. These may 
include: 
 
 



• HMRC and Companies House  
• Specialist tax advisors and other consultants or advisors we are working with on 
your behalf 
• Courts and tribunals 
Where you authorise us, we may also disclose your information to your family, 
associates or representatives and we may also disclose your information to debt 
collection agencies if you do not pay our bills. 
How Long Information Is Kept 
• We will normally keep your information throughout the period of time that we do 
work for you and afterwards for a period of 6 years as we are required to do by law 
and also by the regulations that apply to us 
• In some cases, we may retain your information for a longer period and we will 
advise you of this at the time 
Transfer of Information Outside the EEA (To Third Countries) 
• We may transfer your information to a country outside of the EEA for operational 
purposes only and where this is the case, we will ensure that appropriate safeguards 
are in place at all times. If you require further information about this, you should 
contact our Information Protection Officer (see below) 
Receiving Direct Marketing and Further Information from Us 
• We may send you information about our products and services which may be of 
interest to you. Such information could be sent by post or email 
• We will ask whether you would like us to send you further information including our 
newsletter on the first occasion that you provide any relevant contact information. If 
you do opt in to receive such information from us, you can opt out at any time (see ‘ 
Your Rights’ below for further information). If you have any queries about how to opt 
out, or if you are receiving communications from us that you do not want, you can 
contact us (see below) 
Security Arrangements 
• We shall ensure that all the information that an information subject provides to us is 
kept secure using appropriate technical and organisational measures 
• In the event of a personal information breach we have in place procedures to 
ensure that the effects of such a breach are minimised and shall liaise with the ICO 
and with you as appropriate 
• More information is available from the Information Protection Officer (see below) 
 



Your Rights 
You have the following rights under the GDPR: 
• Right to be informed 
• Right of access 
• Right to rectification 
• Right to erasure 
• Right to restriction of processing 
• Right to object 
• Rights concerning automated decision-making and profiling 
Right of access and to rectification 
• You have a right to see the information we hold about you and to ask us to correct 
any mistakes 
• To access the information we hold about you and to ask us to correct any mistakes, 
you will need to provide a request in writing to our Information Protection Officer (see 
below), together with proof of identity 
• We will usually process your request free of charge and within 30 days. However, 
we reserve the right to charge a reasonable administration fee and to extend the 
period of time by a further two months if the request is very complex or covering a 
large amount of data or time span. 
• Full details are available on request from our Information Protection Officer (see 
below) 
Right to erasure 
• You have a right to ask us to erase your personal information in certain 
circumstances (details may be found in Article 17 of the GDPR) 
• We will deal with your request free of charge and within 30 days but reserve the 
right to refuse to erase information that we are required to retain by law or regulation, 
or that is required to exercise or defend legal claims 
• To exercise your right to erasure please contact our Information Protection Officer 
Right to ask us to stop contacting you with direct marketing 
You can ask us to stop contacting you for direct marketing purposes. If you would 
like to do this, please: 
• Email, call or write to our Information Protection Officer (see below) 
• Let us have enough information to identify you, and 
 



 
• Let us know what method of contact you are not happy with if you are unhappy with 
certain ways of us contacting you for direct marketing purposes (for example, you 
may be happy for us to contact you by email but not by post) 
From time-to-time we may also have other methods to unsubscribe from any direct 
marketing including for example, unsubscribe buttons or web links. If such are 
offered, please note that there may be some period after selecting to unsubscribe in 
which marketing may still be received while your request is being processed. 
Who to Contact for Further Information or If You Have a Complaint 
• If you have any questions about our Information Protection Policy, would like more 
information on it or are unhappy about how we are using your information, or how we 
have responded to a request you have made concerning your personal information, 
then initially you should contact our Information Protection Officer. Our Information 
Protection Officer is Clive Myers and can be contacted here: 
Myers & Co. Accountants Ltd 
Suite 204A, East Wing, Sterling House, 
Langston Road, Loughton, Essex, IG10 3TS 
E : clive@myersaccountants.co.uk 
T : 020 8418 8980 
• If you have a complaint that remains unresolved then you can contact the 
Information Commissioner’s Office (ICO) details available at www.ico.org.uk 
	


